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ENISA - New Mandate & Objectives

Promote the use of certification & Be an independent centre
contribute to the cybersecurity of expertise

certification framework /_‘
\ Assist EU Institutions

and MSs in policy
development

. &implementation
Increase cybersecurity Contribute \
capabilities at Union to high
level to complement Cybersecurity Support
MSs action / capacity building &
preparedness
Promote cooperation ~—__—" Promote high level of
&coordination at Union level awareness of citizens

& businesses



ICT cybersecurity certification

Our Proposals: A voluntary European cybersecurity
certification framework....

...to enable the creation of
individual EU certification
schemes for ICT products and
service

...that are valid across the EU




How will the framework
work in practice?
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Objectives of the
Network Information Security Directive
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