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* ITC Derts come

togethe nication
Technolog) er applications.

* Additionally, JTC oval environment for
integrating diverse anc chnologies. These standards rely
upon the core infrastructure technologies developed by JTC 1 centers of
expertise complemented by specifications developed in other
organizations.

* system integration is a key role




eir

Lhe, f,l,gzlds

u}g | ..mejgst a

. short ‘marke very important
global marketplace -

. com echni ES where standards from both
INSI ﬁzfé 1 anglaflrom consortia must %e ma8
mteroperate ISO




* O\
*JTC T
Internation:

°* unique Partner Standards Deve oping
Organization (PSDO) relationship with IEEE
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* Collaborative Te
* participants from both )NS (ISO/IEC/JTC1/SC6/ WG7 on OSI)
* synchronized approval process (following each organization own
process)
* joint text publications

* Common patent policy
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* OASIS Me
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11 PAS Submitters

* DMTF, GS1, OASIS, OMG, Open Geospatial Consortium,
SNIA, Spice Users Group, The Open Group, Trusted Computigng. (s
UPnP, W3C
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. Opportunify o™
« Observe/learn how technc s evolving
* Bring needs and concerns directly to the experts
* Influence the work program

* Promote the use of international solutions
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* Refere

* Market Require

* Impacts of regulao' v, market, | ness and technology
requirements
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Characteristics and Requirements

Conceptual Model (CM) .

Reference Architecture







5 Use cases

5.1 Availability and Reliability in loT

Name of Use
case

Short Description

Actors

General
Remarks

Availability and
reliability in loT

Telcos offer network connectivity,
clouds services and host various
loT application platforms. With
Telco clouds evolving to virtualised
technologies (NFV/SDN) security
intelligence can be distributed and
implemented rapidly at various
points of the IloT network to
manage congestion and mitigate
certain security incidents in the loT
ecosystem. NFV and SDN lend
themselves to centralised
intelligent security policy
management in loT.

e Telco loT cloud
(provider and
tenant)

Telecom Networks
Telco Network
Security
application
controller

e  Gateways

e |oT endpoint
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8. Economic/Regulatory Policy

N < 7. Business Objectives
Organizational )

6. Business Procedures

Political and economic objectives as
embodied in policy and regulation

Strategic and tactical objectives
shared between businesses

Alignment between operational
business processes and procedures

Awareness of the business knowledge
related to a specific interaction

Understanding of the concepts contained
in the message data structures

Understanding of data structurein
messages exchanged between systems

Mechanism to exchange messages
between multiple systems across a variety
of networks

Mechanism to establish physical and
logical connections between systems

e JTC 1[5
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* User EXp rier

* Citizen
* Enterprise

* Government




