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Organization and digitization of information about buildings and civil
engineering works, including building information modelling (BIM) —
Information management using building information modelling — Part 5:
Security-minded approach to information management
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