
ISO 22384:2020 (E)

Security and resilience — Authenticity, integrity and trust for products and
documents — Guidelines to establish and monitor a protection plan and its
implementation
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