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Earth-moving machinery — Functional safety — Part 4: Design and evaluation
of software and data transmission for safety-related parts of the control system
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